TRNAVSKA UNIVERZITA
V TRNAVE

Smernica rektora ¢. 4/2026 na realizaciu odporucani vyplyvajucich
z bezpecnostného auditu pre ochranu makkych cielov
Trnavskej univerzity v Trnave

Vypracoval: Mgr. Andrej Maar



Ugelom tejto smernice je na zaklade odporugani vyplyvajicich z
bezpe€nostného auditu pre ochranu makkych cielov stanovit konkrétne opatrenia a
ulohy s ciefom zvySenia urovne bezpecnosti zamestnancov, Studentov a inych os6b
nachadzajucich sa v objektoch Trnavskej univerzity v Trnave (dalej len ,univerzita®)
v ramci ochrany makkych ciefov.

Cl.1
Vnutorna krizova komunikacia

1) Pre efektivny systém krizového riadenia sa na univerzite zavadza vnutorna
krizova komunikacia. Jej uCelom je zabezpecit jednoznacny, rychly a efektivny
proces vymeny bezpecnostnych informacii s ciefom minimalizacie vzniku
bezpeénostnych incidentov a hrozieb (prevencia) alebo na ich efektivne zvladnutie
a zmiernenie negativnych dopadov (reakcia na bezpecnostny incident resp. hrozbu).

2) Bezpecnostnou informaciou sa pritom rozumie akakolvek informacia tykajuca
sa ohrozenia univerzitného prostredia, Zivota a zdravia Studentov, zamestnancov
a inych os6b nachadzajucich sa v objektoch univerzity, alebo zavaznej Skody na
majetku univerzity (bezpec€nostny incident, bezpecnostna hrozba, potencionalne
riziko, varovny signal, podozrivé spravanie a pod.). Grafické znazornenie prenosu
bezpecnostnych informacii je uvedené v prilohe €. 1

3) Bezpecnostné incidenty resp. bezpeénostné hrozby su vymenované v prilohe
€. 2 tohto predpisu a presne definované v bezpecnostnom audite (Definovanie a opis
hrozieb)

1.1. Spésob nahlasovania bezpeénostnych incidentov resp. bezpeénostnych
hrozieb

1) V pripade vzniku bezpecnostného incidentu alebo jeho bezprostrednej hrozby,
ma kazdy zamestnanec, Student alebo ina osoba povinnost takuto informaciu
bezodkladne nahlasit na kontakitné miesto (osobne alebo telefonicky), ktorym je
podla rozsahu a zavaznosti situacie:

a) vratnical/informator — telefonické kontakty na vratnice objektov univerzity su
uvedené v prilohe €. 4,
b) koordinator bezpeénosti — 0905 719 603.

2) Student alebo ind osoba méZe informaciu nahlasit aj najblizSiemu
zamestnancovi univerzity, ktory ju bezprostredne nahlasi na vratnicu resp.
koordinatorovi bezpecnosti.

3) Vratnik informuje koordinatora bezpecnosti a podla zavaznosti situacie, ak to
neznesie odklad, aj zachranné zlozky (integrovany zachranny systém - policia,
hasi€i, zachranna sluzba).



1.2. Sposob nahlasovania preventivhych bezpeénostnych informacii
(potencionalneho rizika, varovnych signalov, podozrivého spravania a pod.)

1) Za ucelom prevencie vzniku bezpecnostnych incidentov (hrozieb) nahlasuju
zamestnanci, Studenti ainé osoby akékolvek informacie tykajuce sa mozného
ohrozenia bezpecnosti Studentov, zamestnancov a navstevnikov univerzity na
kontaktné miesta uvedené v ods. 3 a 5.

2) Preventivna bezpecnostna informacia sa méze vztahovat na:
a) stavebno-technické vybavenie objektov univerzity, ktorého prip.
poSkodenie mdze mat za nasledok ohrozenie Zivota a zdravia osdb alebo spdsobit
zavaznu Skodu na majetku univerzity, pricom nejde o bezné poruchy a zavady,
b) podozrivé predmety resp. batoziny v objektoch univerzity alebo ich
bezprostrednej blizkosti, ak nejde o situaciu podfa bodu 1.1 (napr. suvisiacu
s prijatim vyhraznej spravy),
C) nebezpecéné resp. podozrivé spravanie oséb - nezname (podozrivé) osoby
v objekte alebo jeho blizkosti, vyhrazanie, verbalne utoky, prejavy radikalizacie a
extrémizmu, Sikanovanie (resp. kyberSikanovanie), varovné signaly t. j. zmeny
v spravani, ktoré moézu byt rizikom utoku ale tiez rizikom sebapoSkodenia
(samovrazdy) a pod.

3) Preventivhe bezpecnostné informacie podla ods. 2 pism. a) a b) je mozné
nahlasit osobne alebo telefonicky na kontaktné miesta, ktorymi su:
a) koordinator bezpecnosti — email: bezpecnost@truni.sk, telefén: 0905 719 603,
b) vratnica/informator — telefonické kontakty na vratnice objektov univerzity su
uvedené v prilohe €. 4.

4) V pripade, ak je informacia nahlasena na vratnicu, vratnik bezodkladne
informuje koordinatora bezpecnosti.

5) Preventivne bezpecfnostné informacie podla ods. 2 pism. c) je mozné nahlasit
(ak si to situacia vyZzaduje aj anonymne) na:

a) Koordinator bezpe€nosti — email:bezpecnost@truni.sk, telefén: 0905 719 603,
b) Centrum podpory sStudentov — psychologické poradenstvo, kontakty su
uvedené na webovom sidle univerzity,

c) Eticka komisia — podavanie a vybavovanie podnetov na porusenie etickych
pravidiel upravuje Eticky kédex univerzity a Rokovaci poriadok etickej komisie, ktoré
su zverejnené na webovom sidle univerzity,

d) Komisia pre podnety — podavanie a vybavovanie podnetov upravuje Statut
komisie pre podnety a Rokovaci poriadok komisie pre podnety, ktoré su zverejnené
na webovom sidle univerzity.

1.3. Spracovanie preventivnej bezpeénostnej informacie

1) V pripade ak sa podnet zaslany Etickej komisii alebo Komisii pre podnety
vztahuje na bezpecnostnu informaciu, predseda prislusnej komisie je povinny tuto
informaciu v ¢o najkratSom Case oznamit’ koordinatorovi bezpecnosti.
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2) Za analyzu a vyhodnotenie preventivnej bezpecnostnej informacie podla bodu
1.2 zodpoveda koordinator bezpec€nosti, pricom mdzZe poziadat o sucinnost’ aj iné
osoby (napr. oznamovatel, psycholdg, iny zamestnanec alebo Student a pod.)

3) Na zaklade vykonanej analyzy a vyhodnotenia preventivnej bezpecnostnej
informacie rozhodne koordinator bezpecnosti o jej postupeni zodpovednym osobam
alebo subjektom (napr. vedenie univerzity, policia a pod.).

Cl. 2
Bezpecnostny rezim (,,Bezpeénostny semafor®)

1) Ako dalsi prvok efektivneho systému riadenia bezpecénosti sa na univerzite
zavadza bezpe€nostny rezim - ,bezpeénostny semafor®, ktory umoZznuje
prispbsobenie bezpecfnostnych opatreni podla urovne ohrozenia, rychlu reakciu na
aktualnu bezpecnostnu situaciu a informovanie oséb o aktualnom bezpeénostnom
stave (rezime). Prehlad bezpecnostnych rezimov a farebnych koédov je uvedeny aj
v prilohe €. 3.

2.1. Urovne bezpeénostného rezimu

2.1.1 Zeleny stav (rezim):
- bezny rezim, prevadzka bez obmedzeni,
- monitorovanej bezpe€nostnej situacie podla Standardného rezimu.

2.1.2 Oranzovy stav (rezim):

- existencia mozného nebezpelenstva alebo hrozby (napr. podozrivé osoby
v okoli objektu alebo v objekte, planované bezpeénostné opatrenia v blizkosti
objektu, anonymné vyhrazky, prijatie preventivnej bezpecnostnej informacie
a pod.),

- zvySeny dohlad — monitoring vstupov, okolia objektu,

- preventivna prehliadka rizikovych miest — unikové vychody, HUP, a pod.,

- v8eobecné zvySenie ostrazitosti (vSimavosti) Studentov a zamestnancov podla
situacie,

- aktivacia koordinacného Stabu a pripadné prijatie dalSich opatreni.

2.1.3 Aktualne nebezpecenstvo:

- identifikovana bezprostredna hrozba resp. bezpecnostny incident,

- aktivacia koordina¢ného $tabu,

- aktivacia bezpecnostnej procedury pre konkrétnu hrozbu v zmysle
Bezpecénostného planu pre ochranu makkych cielov,

- aktivacia krizového vyrozumievacieho a vystrazného systému (KVVS).

2.2. Vyhlasovanie urovne bezpeénostného stavu

1) Uroven bezpeénostného stavu (reZimu) moze vyhlasit:
- rektor alebo nim povereny zastupca,



- na fakulte dekan alebo nim povereny zastupca, priCom otom bezodkladne
informuje rektora alebo bezpecnostného zamestnanca,
- bezpelnostny zamestnanec.

2) V pripade akutneho nebezpec&enstva, ak vec neznesie odklad, méze aktivovat
(vyhlasit) bezpecnostny stav (rezim) aj vratnik/informator.

2.3. Krizovy vyrozumievaci a vystrazny systém (KVVS)

1) Krizovy vyrozumievaci a vystrazny systém (KVVS) sluzi na okamzité
odovzdanie informacii a varovanie os6b v objekte o aktualnom nebezpecenstve. Pre
maximalnu efektivitu je podla moznosti objektu kombinovany viacerymi technickymi
prostriedkami.

2) KVVS pozostava najma z tychto spésobov varovania:
2.1. Rozhlas: hlasové varovanie v ramci objektu — moznost' spustenia pred nahranej
spravy podla aktualneho ohrozenia (farebnych kodov).
2.2. Svetelné informac¢né tabule: zobrazenie vystraznych hlaseni (aktualneho
bezpe€nostného stavu) na strategickych miestach v objekte (vhodné aj pre
nepocujucich).
2.3. Nudzové (SOS) tlacidla: farebne odliSené od poZiarnych tlacidiel v pripade
ozbrojeného utoku (aktivny uatocnik), .t j. aktivacia Cerveného kédu. Zaroven sa
spusti Specificka opticko-akusticka signalizacia (rozdielna od poziarneho systému).
2.4. Krizovy informacény systém: automatizované rozosielanie prednastavenych
sprav (SMS, emailov) o aktualnej hrozbe zamestnancom, Studentom prip. aj IZS.
Zaroven méze sluzit na aktivaciu (vyrozumenie) ¢lenov koordinaéného Stabu.

CL3
Zlozenie a aktivacia koordinaéného stabu
1) Koordinaény $tab univerzity je hlavnhym rozhodovacim a koordinaénym
organom univerzity, ktory zodpoveda za rieSenie bezpeénostnych incidentov a
bezpecnostnych hrozieb pri ochrane makkych cielov.
2) Kazda fakulta univerzity ma vytvoreny vlastny koordinaény stab. Koordinaény

Stab univerzity je nadriadenym organom koordina¢ného Stabu fakulty.

3.1. Koordinaény §tab univerzity (KoS TU)

1) Zlozenie koordinaéného Stabu univerzity:

Funkcia Zodpovednost’

Rektor (veduci KoS) Konec¢né rozhodovacie prdvomoci

Prorektor pre vonkajsie vztahy Krizova komunikacia s verejnostou, médiami,
(zastupca vediceho Ko$S) 1ZS

Prorektor pre rozvoj a informaéné Zabezpecenie krizovych opatreni v prevadzke
technolégie (zastupca vediceho KoS) | univerzity
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Koordinator ¢innosti pre ochranu
makkych cielov (bezpecnostny
zamestnanec)

Koordinacia bezpecnostnych opatreni, priamy
kontakt so zlozkami 1ZS, analyza rizikovej
situacie, navrhy riedeni

Referat obrany, CO a ochrany
utajovanych skutoc¢nosti
(bezpeénostny zamestnanec)

Koordinacia bezpe€nostnych opatreni, priamy
kontakt so zlozkami I1ZS, analyza rizikovej
situacie, navrhy rieSeni

Dekan fakulty (podFa miesta incidentu)

Fakultné krizové riadenie, spolupraca so
Studentmi a zamestnancami, vnutorna krizova
komunikacia a prenos informacii

Informatik

Zabezpecenie informacnych a komunikacnych
opatreni

Kvestor univerzity

Logisticka a ekonomicka podpora krizového
riadenia

Riaditel studentského domova

Bezpecnost ubytovanych Studentov a
koordinacia nudzového ubytovania

Riaditelka kancelarie rektora
(administrativny pracovnik KoS)

Vedenie dokumentacie a situacného prehladu
udalosti, archivacia rozhodnuti

2) Z dbvodu efektivneho riadenia a operativneho reagovania na
bezpe€nostnu situaciu je odporu¢ané minimalne (operativne) zloZzenie KoS TU

nasledovne:

- veduci KoS TU alebo nim povereny zastupca,

- bezpe€nostny zamestnanec,

- administrativny pracovnik KoS alebo nim povereny zamestnanec,
- dekan fakulty (podla miesta incidentu) alebo nim povereny zamestnanec fakulty.

3) Podla rozsahu, zavaznosti a $pecifikacie hrozby méze byt do KoS TU

privolana aj ina osoba (zamestnanec alebo externy expert), napr.:
- psycholdg — poskytovanie krizovej intervencie Studentom a zamestnancom,

- pravnik — pravna podpora,
- IT S$pecialista -
a komunikacie,

- zamestnanec technického useku — znalost objektov a technoldgii, kontrola hl.

uzaverov vody, plynu, el. energie,

kyberneticka bezpecnost,

ochrana

- zastupcovia IZS — konzultacie s policiou, hasiémi a zdravotnymi sluzbami,

- externi bezpeénostni odbornici — poradenstvo a posudzovanie Specifickych

bezpecnostnych rizik.

3.2 Koordinaény stab fakulty a Studentského domova

1) ZloZenie koordinaéného $tabu fakulty a Studentského domova (SD):

Funkcia

Zodpovednost’

Dekan / riaditel SD (veduci KoS)

Koordinacia s KoS TU, rozhodovacie pravomoci
v ramci fakulty

Prodekani / referent pre ubytovanie
SD (zastupcovia veduceho KoS)

Implementacia a koordinacia opatreni na
svojich usekoch, spolupraca na evakuacnych
a organizacnych opatreniach

Tajomnik fakulty / technicky
zamestnanec SD

Prevadzkové a administrativne opatrenia,
logisticka podpora

vzniknutu

internych systémov




Sekretariat dekana / referat ekonomiky | Vedenie dokumentacie a situacného prehladu

$D (administrativny pracovnik Ko$S) udalosti, archivacia rozhodnuti

Informatik fakulty Zabezpecenie informacnych a komunikaénych
opatreni

Vratnik/informator Monitorovanie situacie, spolupraca pri evakuacii

Koordinator ¢innosti pre ochranu Koordinacia bezpecnostnych opatreni, priamy

makkych cielov (bezpecnostny kontakt so zlozkami 1ZS, analyza rizikovej

zamestnanec) situacie, navrhy riedeni

Referat obrany, CO a ochrany Koordinacia bezpecnostnych opatreni, priamy

utajovanych skutoc¢nosti kontakt so zlozkami IZS, analyza rizikovej

(bezpeénostny zamestnanec) situacie, navrhy riedeni

2) Podla rozsahu, zavaznosti a Specifikacie incidentu alebo hrozby méze byt do
koordina¢ného Stabu privolana aj ina osoba (vid bod 3.1 ods. 3).

3) V pripade nepritomnosti niektorého z €lenov koordinacného S$tabu fakulty

alebo SD poveri veduci KoS (fakulty, SD resp. univerzity) plnenim udloh iného
zamestnanca.

3.3 Koordina¢né centrum (KC)

1) Koordinaéné centrum sluzi ako hlavné operaéné miesto, z ktorého KoS
koordinuje svoju c¢innost pocas rieSenia bezpelnostnej situacie. Koordinaéné
centrum sa aktivuje ihned po zvolani KoS.

2) Hlavnym koordinacnym centrom je spravidla zasadacia miestnost rektoratu
resp. fakulty, na Studentskom domove kancelaria riaditela SD.

3) Ak je hlavné KC nedostupné, t. j. nie je mozné sa viiom z objektivnych
dovodov zdrziavat (napr. poziar, bombova hrozba,..), zaloznym KC je iné vhodné
miesto, ktoré urci veduci KoS (méze nim byt zasadacia miestnost aj na inej fakulte).

4) V pripade, Ze fyzicka pritomnost ¢lenov koordinacného stabu v koordinaénom
centre nebude mozna, bude krizové riadenie prebiehat inymi vhodnymi
komunikaénymi prostriedkami (napr. MS Teams alebo inou vhodnou aplikaciou). V
ramci KC by mala byt preto zabezpelena technicka infrastruktura, ktora umozni
efektivnu komunikaciu medzi ¢lenmi koordinaéného Stabu fakulty, koordinaénym
Stabom univerzity a pripadne aj bezpecnostnymi zlozkami.

5) Minimalne vybavenie KC:

- bezpelnostny plan pre ochranu makkych cielov vratane situaénych planov
objektu,

- komunikacné prostriedky (pevna linka, mobilny telefon, prenosné radiostanice),

- prenosny flipchart s prisluSenstvom (fixky, flipchart papiere),

- vzdialeny pristup ku kamerovému systému,

- dalSie prostriedky podfla potreby.



3.4 Sposob aktivacie a zvolania koordinacného Stabu

1) Koordina¢ny $tab sa aktivuje v nasledovnych pripadoch:

a) pri bezpecnostnom incidente alebo jeho bezprostrednej hrozbe,

b) ako preventivne opatrenie na zaklade pokynu rektora (resp. na fakulte pokynu
dekana, na SD pokynu riaditeta SD), napr. vyhodnotenie preventivnej
bezpecnostnej informacie podla bodu 1.3.

2) Zvolanie koordinacného Stabu sa podfa situacie realizuje:
a) telefonicky, SMS alebo emailom,
b) prostrednictvom KVVS (bod 2.3),
c) inym vhodnym komunikacnym prostriedkom resp. mobilnou aplikaciou.

3) Zvolanie ¢lenov koordinacného Stabu spésobom uvedenym v ods. 2

zabezpecuje:

a) na fakulte tajomnik fakulty — na pokyn dekana fakulty, rektora alebo
bezpecnostného zamestnanca,

b) na rektorate bezpe€nostny zamestnanec (koordinator bezpecnosti) — na pokyn
rektora,

c) na $tudentskom domove riaditel SD — na pokyn rektora alebo bezpeénostného
zamestnanca.

4) V pripade planovanej dlhodobej nepritomnosti (napr. Cerpanie dovolenky
alebo dlhodoba praceneschopnost) osoby uvedenej v ods. 3, poveri rektor, dekan
fakulty alebo riaditel SD touto &innostou iného zamestnanca. Osoba uvedena v ods.
3 odovzda tomuto poverenému zamestnancovi kartu kontaktov, ktora je sucast
Bezpecnostného planu, pricom informuje otom aj koordinatora bezpecnosti
(emailom alebo telefonicky).

Cl. 4
Hlavné ulohy a €innost’ koordinaéného Stabu

1) Medzi hlavné ulohy koordinacného Stabu patri:

- rychla identifikacia a reakcia na bezpecnostné hrozby,

- koordinacia spoluprace s bezpecnostnymi zlozkami (Policia, 1ZS, HazZz),

- zabezpecenie ochrannych opatreni pre univerzitni komunitu.

- spustenie bezpecfnostnych procedur podla analyzy a definicie rizikovej situacie,
- efektivna krizova komunikacia v ramci univerzity aj smerom k verejnosti,

- vyhodnocovanie bezpecnostnych opatreni a ich aktualizacia,

- planovanie preventivnych a evakuacnych opatreni.

2) VSeobecna cinnost koordinacného stabu:

Zahajenie éinnosti KoS:

- zvolanie $tabu: okamzité informovanie ¢lenov Stabu o udalosti,



zriadenie koordinaéného centra: urCenie koordinaCnej miestnosti, ktora
bude sluzit ako riadiace centrum. Zabezpecenie technoldgii, komunikacnych
spojeni a kamerovych prenosov,

zhromazdenie informacii: ziskanie informacii o situacii od zamestnancov,
Studentov, monitoring verejnych zdrojov, komunikacia so zachrannymi
zlozkami a médiami,

identifikacia hrozieb: zhodnotenie konkrétnych rizik (napr. poziar, bombova
hrozba, aktivny utok, nebezpecné vyhrazanie),

posudenie zdrojov: zistenie dostupnosti a stavu ludskych, materialnych a
technickych zdrojov (napr. hasiace pristroje, lekarnicky, komunikacné
prostriedky, technicky a iny personal).

Planovanie a rozhodovanie:

- stanovenie priorit: zachrana zivotov a zaistenie bezpec&nosti budovy,

- rozdelenie uloh: pridelenie Specifickych uloh jednotlivym ¢&lenom $&tabu
a timom,

- aktivacia bezpeénostnych procedur: spustenie konkrétnych postupov pre
rébzne typy mimoriadnych udalosti, vratane evakuacnych planov a
bezpecénostnych opatreni,

Komunikacia:

- interna komunikacia: zabezpecenie rychlej a efektivnej komunikacie medzi
¢lenmi KoS, zamestnancami, $tudentmi a zachrannymi zlozkami IZS,

- externda komunikacia: informovanie verejnosti a médii o situacii, prijatych
opatreniach a odporucaniach prostrednictvom tlaovych sprav, socialnych
medii a webovych stranok univerzity,

- koordinacia s inymi subjektmi: udrZiavanie kontaktu s bezpecnostnymi
autoritami, zachrannymi zlozkami IZS a dalSimi relevantnymi instituciami.

Implementacia a monitorovanie:
- nasadenie zdrojov: aktivacia zamestnancov a prostriedkov podla pripravenych
planov,
- monitorovanie situacie: priebezné sledovanie vyvoja situacie a
vyhodnocovanie ucinnosti prijatych opatreni,
- prispésobenie planov: flexibilné uUpravy opatreni na zaklade aktualneho
vyvoja a novych informacii.

Dokumentacia a vyhodnotenie:

- dokumentacia: podrobné zaznamenavanie vSetkych krokov, rozhodnuti a
¢innosti pocas krizovej situacie,

- vyhodnotenie: analyza ucinnosti krizového riadenia, identifikacia silnych a
slabych stranok,

- zavereCna sprava: vypracovanie zaverecnej spravy s navrhmi na zlepSenie
buducich krizovych planov a zvySenie pripravenosti univerzity na dalSie
mimoriadne situacie.

3) Specifické &innosti koordinaéného &§tabu su uvedené pri  konkrétnych
procedurach (hrozbach) v ramci Bezpecnostného planu pre ochranu makkych cielov.



CL.5
Spoloéné ustanovenia

1) Tato smernica nadobuda platnost dfiom jej podpisania rektorom univerzity
a ucinnost jej zverejnenim na uUradnej vyveske.
v Trnave, diia

prof. ThLic. Milo$ Lichner, D.Th.
rektor Trnavskej univerzity v Trnave
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